
Privacy policy, Webropol and Lyyti surveys 
Drafted 10 Dec 2019 

1. Controller 

Name: State Treasury 
Address: Sörnäisten rantatie 13, P.O. Box 14, FI-00054 State Treasury 
Other contact details (e.g. phone number during office hours, email address):  
tel. +358 (0)295 50 2000, kirjaamo@valtiokonttori.fi  

2. Contact person for filing system-related matters 

Name: Ismo Tikka, Administrative Affairs and Development Division 
Address: Sörnäisten rantatie 13, P.O. Box 14, FI-00054 State Treasury 
Other contact details (e.g. phone number during office hours, email address):  
tel. +358 (0)295 50 3210, ismo.tikka@valtiokonttori.fi   

3. Data protection officer 

Heikki Kangas, tel. +358 (0)295 50 2000, tietosuojavastaava@valtiokonttori.fi 

4. Legal basis and purpose for processing of personal data 

The preparation and sending out of the surveys necessary for the performance of the 
agency’s tasks, the collection of replies and registrations, the creation of reports and the 
organisation of events. 

The legal basis for the processing of personal data under the EU General Data Protection 
Regulation is  
- the consent of the person (documented, voluntary, personalised, informed and 
unambiguous). 

5. Information content of the register 

Information provided by the data subject using a Webropol/Lyyti form, such as contact 
details (name, address, telephone number, e-mail address, job title, organisation) and 
other information required for this purpose (e.g. special diets, allergies). 

6. Regular sources of data 

The customer provides the data. 
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7. Regular disclosures of data 

Data can only be disclosed on a case-by-case basis to parties related to the surveys, such 
as reception personnel involved in the organisation of an event.  

8. Regular disclosures of personal data or transfer of data outside 
the EU/EEA 

No data is disclosed to others or transferred outside the EU/EEA. 

9. Principles for register protection 

Due diligence is observed in the processing of the register, and data processed using 
information systems is appropriately protected. The controller ensures that the stored data 
is processed in a confidential manner. 

Only individuals authorised by the controller have access to the data processed within the 
information system. Access rights are kept up to date by regular checks.  

The information network and terminals containing the register are protected using 
technical measures. 

10. Data storage period / criteria for determining storage period 

The data is only stored for the time it is appropriate for the purpose of the survey. In the 
case of registrations, the time required to organise and close out the event, up to 6 months 
after the event. 

11. Information about automatic decision-making (e.g. profiling) and 
information about the logic of data processing and its impacts on 
the data subject 

No automatic decisions or profiling are carried out using the data. 

12. Right of access 

The data subject has the right to access their data in the register. Requests should be sent 
to the registry office. 

13. Rectification of data 

The data subject has the right to access their data in the register. Requests should be sent 
to the registry office. 

  



14. The right to object to processing of personal data 

The data subject has the right to object, on grounds relating to their particular situation, at 
any time to processing of their personal data, such as profiling. 
 

15. Right to restriction of processing 

The data subject has the right to restrict the processing of their personal data as specified 
in Article 18 of the GDPR. 

16. Right to erasure 

The data subject has the right to request that the controller erase their personal data from 
the person register. Requests should be sent to the registry office. 

17. Right to lodge a complaint 

The data subject has the right to lodge a complaint with a supervisory authority if the data 
subject believes that their rights have been infringed by the actions of the controller. 

18. Other rights 

Personal data is neither used nor disclosed for the purposes of direct advertising, distance 
marketing or other direct marketing, market and opinion research, registers of individuals, 
or genealogy. 

Customers can report any data security risks or issues to the State Treasury by email at 
viestinta@valtiokonttori.fi or through the feedback form on the website. 

19. Use of cookies 

Webropol websites use cookies. Learn more about the use of cookies on Webropol 
websites >  

https://www.webropol.co.uk/cookies-on-webropols-website/
https://www.webropol.co.uk/cookies-on-webropols-website/
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